Global Defense Network

Satellite

Teleport/$’
FRHN

Node {IPN)

jelnstallation Processing

togico! Extension
- of APC

(Corps/ESB)

Sensors

Reset {Phases 0-1) <> Transition <> Deploy{Phases2-5)

“Approved for public release; distribution is unlimited. Case 11-1105, Date: 9 March 2011~




Common Operating Environment
(COE)

The Common Operating Environment (COE) will be
applied to each of the five categories of computing

environments: .

e Servers (enterprise and tactical) llillﬂll’_\ﬂ-

e Platform (vehicle or aircraft) Enterprise Tactical

e Sensors \

e Mobile/small form factor (PDA/Smartphone) A==

e Client (desktop users) P'a:’_"" °°“;',‘,‘;:‘o‘,:,':,‘:':t"“9 Clignt
COE will enable approved Army applications, services ; /
and data to achieve: i '

Mobile Sensors
e Reduced complexity and risk through standardized N

computing environments.

e Common standards that ensure mission-critical
computing environments are recoverable, flexible and
compatible across the Army/DoD network.

e Reduced IT logistics footprint, enabling increased

mobility and decreased management burden by
leveraging Army assets across programs.

COE and Army'’s overarching “End State” architecture
will drastically reduce the time it takes to deliver
applications to those who need them. The intent is
to normalize the computing environment and achieve
balance between unconstrained innovation and
standardization.

COE augments Army Software Transformation (AST),
an effort to standardize end-user environments and
software development kits, establish streamlined
enterprise software processes and develop deployment
strategies that allow users direct access to new
capabilities.

http://www.bctmod.army.mil



